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1.0 Amaç 
Bu prosedürün amacı 6698 sayılı Kişisel Verilerin Korunması Kanununa (Kanun) uygun 
olarak işlenmiş olan kişisel verilerin yine Kanun’un 4., 5. ve 6. maddelerinde yer alan 
kişisel verilerin işlenme şartlarının ortadan kalkması halinde, 28/10/2017 tarihli Resmi 
Gazete’de yayımlanan Kişisel Verilerin Silinmesi, Yok Edilmesi veya Anonim Hale 
Getirilmesi Hakkında Yönetmelik (Yönetmelik) uyarınca kişisel verilerin re’sen veya veri 
sahibinin talebi üzerine silinmesi, yok edilmesi veya anonim hale getirilmesi için yöntem 
ve sorumlulukların tanımlanmasıdır. 

 
2.0 Kapsam 

 

Bu prosedür şirket çalışanları, çalışan adayları, hizmet sağlayıcı, tedarikçiler-taşeronlar, 
ziyaretçiler ve diğer üçüncü kişilere ait kişisel verilerin işlendiği tüm kayıt ortamları ve 
kişisel veri işlenmesine yönelik faaliyetleri kapsar. 
 

3.0 Referanslar ve İlgili Dokümanlar 

3.1 Referanslar 

ISO 27001 
6698 Sayılı Kişisel Verilerin Korunması Kanunu 
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3.2 İlgili Dokümanlar 

KVK-P001 Bilgi Güvenliği Politikaları Kılavuzu 
 
4.0 Tanımlar ve Kısaltmalar 

 

Alıcı Grubu: Veri sorumlusu şirket tarafından kişisel verilerin aktarıldığı gerçek veya tüzel 
kişi kategorisi. 

Açık Rıza: Belirli bir konuya ilişkin, bilgilendirilmeye dayanan ve özgür iradeyle açıklanan 
rıza. 
Anonim Hale Getirme: Kişisel verilerin, başka verilerle eşleştirilerek dahi hiçbir surette 
kimliği belirli veya belirlenebilir bir gerçek kişiyle ilişkilendirilemeyecek hale getirilmesi. 
Çalışan: Şirket personeli.  
Elektronik Ortam: Kişisel verilerin elektronik aygıtlar ile oluşturulabildiği, okunabildiği, 
değiştirilebildiği ve yazılabildiği ortamlar. 

Elektronik Olmayan Ortam: Elektronik ortamların dışında kalan tüm yazılı, basılı, görsel 
vb. diğer ortamlar. 
Hizmet Sağlayıcı: Şirket ile belirli bir sözleşme çerçevesinde hizmet sağlayan gerçek veya 
tüzel kişi. 
İlgili Kişi: Kişisel verisi işlenen gerçek kişi. 
İlgili Kullanıcı: Verilerin teknik olarak depolanması, korunması ve yedeklenmesinden 
sorumlu olan kişi ya da birim hariç olmak üzere veri sorumlusu organizasyonu içerisinde 
veya veri sorumlusundan aldığı yetki ve talimat doğrultusunda kişisel verileri işleyen kişiler. 

İmha: Kişisel verilerin silinmesi, yok edilmesi veya anonim hale getirilmesi. 
Kanun: 6698 Sayılı Kişisel Verilerin Korunması Kanunu. 
Kayıt Ortamı: Tamamen veya kısmen otomatik olan ya da herhangi bir veri kayıt sisteminin 
parçası olmak kaydıyla otomatik olmayan yollarla işlenen kişisel verilerin bulunduğu her 
türlü ortam. 
Kişisel Veri: Kimliği belirli veya belirlenebilir gerçek kişiye ilişkin her türlü bilgi. 
Kişisel Veri İşleme Envanteri: Veri sorumlularının iş süreçlerine bağlı olarak 

gerçekleştirmekte oldukları kişisel verileri işleme faaliyetlerini; kişisel verileri işleme 
amaçları ve hukuki sebebi, veri kategorisi, aktarılan alıcı grubu ve veri konusu kişi grubuyla 
ilişkilendirerek oluşturdukları ve kişisel verilerin işlendikleri amaçlar için gerekli olan azami 
muhafaza edilme süresini, yabancı ülkelere aktarımı öngörülen kişisel verileri ve veri 
güvenliğine ilişkin alınan tedbirleri açıklayarak detaylandırdıkları envanter. 
Kişisel Verilerin İşlenmesi: Kişisel verilerin tamamen veya kısmen otomatik olan ya da 
herhangi bir veri kayıt sisteminin parçası olmak kaydıyla otomatik olmayan yollarla elde 

edilmesi, kaydedilmesi, depolanması, saklanması, değiştirilmesi, yeniden düzenlenmesi, 
açıklanması, aktarılması, devralınması, elde edilebilir hale getirilmesi, sınıflandırılması ya da 
kullanılmasının engellenmesi gibi veriler üzerinde gerçekleştirilen her türlü işlem. 
Kurul: Kişisel Verileri Koruma Kurulu. 
Özel Nitelikli Kişisel Veri: Kişilerin ırkı, etnik kökeni, siyasi düşüncesi, felsefi inancı, dini, 
mezhebi veya diğer inançları, kılık ve kıyafeti, dernek, vakıf ya da sendika üyeliği, sağlığı, 
cinsel hayatı, ceza mahkûmiyeti ve güvenlik tedbirleriyle ilgili verileri ile biyometrik ve 

genetik verileri. 
Periyodik İmha: Kanun’da yer alan kişisel verilerin işlenme şartlarının tamamının ortadan 
kalkması durumunda kişisel verileri saklama ve imha politikasında belirtilen ve tekrar eden 
aralıklarla re’sen gerçekleştirilecek silme, yok etme veya anonim hale getirme işlemi. 
Veri İşleyen: Veri sorumlusunun verdiği yetkiye dayanarak veri sorumlusu adına kişisel 
verileri işleyen gerçek veya tüzel kişi. 
Veri Kayıt Sistemi: Kişisel verilerin belirli kriterlere göre yapılandırılarak işlendiği kayıt 

sistemi. 
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Veri Sorumlusu: Kişisel verilerin işleme amaçlarını ve vasıtalarını belirleyen, veri kayıt 
sisteminin kurulmasında ve yönetilmesinden sorumlu Şirket. 
Veri Sorumluları Sicil Bilgi Sistemi: Veri sorumlularının Sicile başvuruda ve Sicile ilişkin 
ilgili diğer işlemlerde kullanacakları, internet üzerinden erişilebilen, Kişisel Verileri Koruma 
Kurumu tarafından oluşturulan ve yönetilen bilişim sistemi. 
VERBİS: Veri Sorumluları Sicil Bilgi Sistemi. 
Yönetmelik: 28.10.2017 tarihli Resmi Gazetede yayımlanan Kişisel Verilerin Silinmesi, 

Yok Edilmesi veya Anonim Hale Getirilmesi Hakkında Yönetmelik. 
  

5.0 Sorumluluklar ve Personel 

5.1 Prosedürün yürütülmesi 

Bu prosedürün yürütülmesinden BGYS Temsilcisi sorumludur. 

5.2 Prosedürün kullanıcıları 

Tüm çalışanlar bu prosedür kapsamında alınmakta olan teknik ve idari tedbirleri gereği gibi 
uygulanması, birim çalışanlarının eğitimi ve farkındalığının arttırılması, izlenmesi ve sürekli 
denetimi ile kişisel verilerin hukuka aykırı olarak işlenmesinin önlenmesi, kişisel verilere 
hukuka aykırı olarak erişilmesinin önlenmesi ve kişisel verilerin hukuka uygun 
saklanmasının sağlanması amacıyla kişisel veri işlenen tüm ortamlarda veri güvenliğini 
sağlamaya yönelik teknik ve idari tedbirlerin alınması konularında sorumlu birimlere aktif 

olarak destek verir. 

 

Yönetmelik’in 11. maddesinin 1. fıkrasına dayanarak, Kanunun veri saklama ve imha süreci 

uygulanması bakımından yükümlülükleri yerine getirilecek personelin unvanlarına, 

birimlerine ve görev tanımlarına KVK Komitesi Atama Yazısından ulaşabilirsiniz. KVK 

Komitesi Genel Müdür tarafından atanır 

 

Sınırları belirlenmiş bu kişiler Türk Ticaret Kanunu, Borçlar Kanunu ve Türk Ceza Kanunu 

kapsamında kendi yetki sınırları içinde gerçekleşen işlem ve eylemlerden sorumludur. 

Özellikle Kollukta, Savcılıklarda, kamu kurumlarında ve mahkemelerde şirketi temsil etme 

ile ifade vermeye yetkili olarak Kişisel Verileri Koruma Komite Başkanı seçilmiştir.  

 

Her bir departman sorumlusu, departmanlardaki ilgili kullanıcıların Kanun ve Yönetmelik 

çerçevesinde hazırlanan işbu Prosedüre ve Kişisel Verilerin Korunması Prosedürüne uygun 

davranıp davranmadığını denetlemekle yükümlü olacaktır.  

 

Tüm departman sorumluları belirtilen periyodik imha sürelerinde bu Prosedür doğrultusunda 

gerçekleştirdiği işlemleri KVK Komite Başkanı’na raporlayacaktır. Bu raporlar için yapılan 

çalışma sonuçlarında çıkan karar uygulamaya konulacaktır. 

 

6.0 Prosedür 

6.1 Kayıt Ortamları 

 
Kişisel veriler, şirket tarafından aşağıda belirtilen ortamlarda hukuka uygun olarak güvenli bir şekilde 
saklanır. 
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Elektronik Ortamlar      
 

 Sunucular (Etki alanı, yedekleme, eposta, veri tabanı, web, dosya 
paylaşım, vb.) 

 Yazılımlar (ofis yazılımları ve şirketçe kullanılan diğer yazılımlar) 
 Bilgi güvenliği cihazları (güvenlik duvarı, saldırı tespit ve engelleme, 

günlük kayıt dosyası, anti virüs vb.) 
 Kişisel bilgisayarlar (Masaüstü, dizüstü) 
 Mobil cihazlar (telefon, tablet vb.) 
 Optik diskler (CD, DVD vb.) 
 Çıkartılabilir bellekler (USB, Hafıza Kart vb.) 

 Yazıcı, tarayıcı, fotokopi makinesi 
 Görüntü Kayıt Cihazları 

Elektronik Olmayan 
Ortamlar 

 Kâğıt 
 Manuel veri kayıt sistemleri (anket formları, ziyaretçi giriş defteri) 
 Yazılı, basılı, görsel ortamlar 

6.2 Saklama ve İmhaya İlişkin Açıklamalar 

 
Şirket tarafından; çalışanlar, çalışan adayları, ziyaretçiler, tedarikçiler, taşeronlar, hizmet sağlayıcıları, diğer 
üçüncü kişiler, kurumların veya kuruluşların çalışanlarına ait kişisel veriler Kanun’a uygun olarak saklanır ve 
imha edilir. Bu kapsamda saklama ve imhaya ilişkin detaylı açıklamalara aşağıda sırasıyla yer verilmiştir. 

 
Kanun’un 3. maddesinde kişisel verilerin işlenmesi kavramı tanımlanmış, 4. maddesinde 

işlenen kişisel verinin işlendikleri amaçla bağlantılı, sınırlı ve ölçülü olması ve ilgili mevzuatta 
öngörülen veya işlendikleri amaç için gerekli süre kadar muhafaza edilmesi gerektiği 
belirtilmiş, 5. ve 6. maddelerinde ise kişisel verilerin işleme şartları sayılmıştır. Buna göre, 
Şirket faaliyetleri çerçevesinde kişisel veriler, ilgili mevzuatta öngörülen veya işleme 
amaçlarına uygun süre kadar saklanır. 

6.2.1 Kişisel Sağlık Verileri 

Şirket tarafından toplanan ve saklanan çalışanlara ilişkin sağlık verileri, yalnızca sözleşmeli 
işyeri hekimi tarafından işlenebilecek ve işyeri hekimine ait özel kilitli odada veya BGYS 
Temsilcisine ait kilitli dolaplarda saklanabilecektir.  
 
Zorunlu hallerde, söz konusu sağlık verilerinin bulunduğu dolaba erişim, yalnızca BGYS 
Temsilcisi tarafından sağlanabilecek, başkaca hiçbir çalışan veya yetkilinin söz konusu 
verilere erişimi söz konusu olmayacak ve verilerin kullanılması ile ilgili yapılması gereken işin 

sona ermesi ile birlikte, söz konusu veriler aynı yere kaldırılacak ve aynı şekilde kilitli olarak 
muhafaza edilecektir. 

6.2.2 Diğer Özel Nitelikli Kişisel Veriler 

Gerek Şirket çalışanları gerekse 3. Kişilere ait olan özel nitelikli kişisel veriler, işlenme 
sebebine bakılmaksızın, yalnızca BGYS Temsilcisinin ve/veya İnsan Kaynakları Departman 
Müdürünün erişebileceği ve sadece bu verilerin yer aldığı belge, kayıt vb. ortamları saklamak 

üzere özel olarak ayrılmış kilitli dolaplarda muhafaza edilecektir. 

6.2.3 Saklamayı Gerektiren Hukuki Sebepler 

Şirket’in faaliyetleri çerçevesinde işlenen kişisel veriler, ilgili mevzuatta öngörülen süre kadar 
Şirket nezdinde muhafaza edilir. Bu kapsamda kişisel veriler; 

 

 6698 sayılı Kişisel Verilerin Korunması Kanunu, 
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 6098 sayılı Türk Borçlar Kanunu, 
 213 sayılı Vergi Usul Kanunu ve ilgili diğer vergi mevzuatı, 
 5510 sayılı Sosyal Sigortalar ve Genel Sağlık Sigortası Kanunu, 
 5651 sayılı İnternet Ortamında Yapılan Yayınların Düzenlenmesi ve Bu Yayınlar 

Yoluyla İşlenen Suçlarla Mücadele Edilmesi Hakkında Kanun, 
 6331 sayılı İş Sağlığı ve Güvenliği Kanunu, 
 4857 sayılı İş Kanunu, 

 6102 sayılı Türk Ticaret Kanunu, 
 İşyeri Bina ve Eklentilerinde Alınacak Sağlık ve Güvenlik Önlemlerine İlişkin 

Yönetmelik 
 

Bu kanunlar uyarınca yürürlükte olan diğer ikincil düzenlemeler çerçevesinde öngörülen 
saklama süreleri kadar saklanmaktadır. 

6.2.4 Saklamayı Gerektiren İşlenme Amaçları 

Şirket, faaliyetleri çerçevesinde işlemekte olduğu kişisel verileri aşağıdaki amaçlar 
doğrultusunda saklar. 

 
 Acil Durum Süreçlerinin Yürütülmesi 
 Bilgi Güvenliği Süreçlerinin Yönetilmesi 
 Çalışan Adayların Başvuru Süreçlerinin Yürütülmesi 

 Çalışanlar İçin Yan Haklar ve Menfaatleri Süreçlerinin Yürütülmesi 
 Çalışanların İş Akdi ve Mevzuat Kaynaklı Yükümlülüklerinin Yerine Getirilmesi 
 Denetim / Etik Faaliyetlerinin Yürütülmesi 
 Eğitim Faaliyetlerinin Yürütülmesi 
 Erişim Yetkilerinin Yürütülmesi 
 Faaliyetlerin Mevzuata Uygun Yürütülmesi 
 Finans ve Muhasebe İşlerinin Yürütülmesi 

 Fiziksel Mekân Güvenliğin Sağlanması 
 Görevlendirme Süreçlerinin Yürütülmesi 
 Hukuk İşlemlerinin Takibi ve Yürütülmesi 
 İç Denetim Faaliyetlerinin Yürütülmesi 
 İletişim Faaliyetlerinin Yürütülmesi 
 İnsan Kaynakları Süreçlerinin Planlanması 
 İş Sağlığı / Güvenliği Faaliyetlerinin Yürütülmesi  
 İş Faaliyetlerinin Yürütülmesi / Denetimi 

 İş Sürekliliğini Sağlanması Faaliyetlerin Yürütülmesi 
 Lojistik Faaliyetlerinin Yürütülmesi 
 Mal / Hizmet Üretim Ve Operasyon Süreçlerinin Yürütülmesi 
 Mal/Hizmet Satış Sonrası Destek Süreçlerinin Yürütülmesi 
 Mal/Hizmet Satış Süreçlerinin Yürütülmesi 
 Müşteri İlişkileri Yönetimi Süreçlerinin Yürütülmesi 
 Pazarlama Analiz Çalışmalarının Yürütülmesi 

 Performans Değerlendirme Süreçlerinin Yürütülmesi 
 Reklam / Kampanya / Promosyon Süreçlerinin Yürütülmesi 
 Risk Yönetimi Süreçlerinin Yürütülmesi 
 Saklama Ve Arşiv Faaliyetlerinin Yürütülmesi 
 Sözleşme Süreçlerinin Yürütülmesi 
 Stratejik Planlama Faaliyetlerinin Yürütülmesi 
 Talep / Şikayetlerin Takibi 

 Taşınır Mal ve Kaynakların Güvenliğinin Temini 
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 Tedarik Zinciri Yönetim Süreçlerinin Yürütülmesi 
 Ücret Politikasının Yürütülmesi 
 Ürün / Hizmetlerin Pazarlama Süreçlerinin Yürütülmesi 
 Veri Sorumlusu Operasyonlarının Güvenliğinin Yürütülmesi 
 Yabancı Personel Çalıştırma ve Oturma İzni İşlemleri 
 Yatırım Süreçlerinin Yürütülmesi 
 Yetenek / Kariyer Gelişimi Faaliyetlerinin Yürütülmesi 

 Yetkili Kişi Kurum ve Kuruluşlara Bilgi Verilmesi 
 Yönetim Faaliyetlerinin Yürütülmesi 
 Ziyaretçi Kayıtlarının Oluşturulması ve Takibi 

6.2.5  İmhayı Gerektiren Sebepler 

Kişisel veriler; 
 

 İşlenmesine esas teşkil eden ilgili mevzuat hükümlerinin değiştirilmesi veya ilgası, 
 İşlenmesini veya saklanmasını gerektiren amacın ortadan kalkması, 
 Kişisel verileri işlemenin sadece açık rıza şartına istinaden gerçekleştiği hallerde, ilgili 

kişinin açık rızasını geri alması, 
 Kanun’un 11. maddesi gereği ilgili kişinin hakları çerçevesinde kişisel verilerinin silinmesi 

ve yok edilmesine ilişkin yaptığı başvurunun Şirket tarafından kabul edilmesi, 
 Şirket’in, ilgili kişi tarafından kişisel verilerinin silinmesi, yok edilmesi veya anonim hale 

getirilmesi talebi ile kendisine yapılan başvuruyu reddetmesi, verdiği cevabı yetersiz 
bulması veya Kanun’da öngörülen süre içinde cevap vermemesi hallerinde; Kurul’a 
şikâyette bulunması ve bu talebin Kurul tarafından uygun bulunması, 

 Kişisel verilerin saklanmasını gerektiren azami sürenin geçmiş olması ve kişisel verileri  
daha uzun süre saklamayı haklı kılacak herhangi bir şartın mevcut olmaması, 
durumlarında,  
 

Şirket tarafından ilgili kişinin talebi üzerine silinir, yok edilir ya da re’sen silinir, yok edilir 
veya anonim hale getirilir. 

 

6.2.6 İmhanın Tutanak Altına Alınması 

Her bir imha sürecinin sonunda ilgili imha işlemi, bir tutanak ile imha sürecini 
gerçekleştiren departman müdürü ve KVK Komite sorumlusu tarafından kayıt altına alınır. 

Söz konusu tutanak 5 yıl süreyle Şirket bünyesinde saklanır. 

6.3   Teknik ve İdari Tedbirler 

 
Kişisel verilerin güvenli bir şekilde saklanması, hukuka aykırı olarak işlenmesi ve 
erişilmesinin önlenmesi ile kişisel verilerin hukuka uygun olarak imha edilmesi için 
Kanun’un 12. Maddesiyle 6. maddesinin dördüncü fıkrası gereği özel nitelikli kişisel veriler 

için Kurul tarafından belirlenerek ilan edilen yeterli önlemler çerçevesinde ve Şirket 
tarafından ihdas edilen KVK-P001 Bilgi Güvenliği Politikaları Kılavuzunda yer alan Özel 
Nitelikli Kişisel Verilerin Korunması Politikası kapsamında, tarafından teknik ve idari 
tedbirler alınır. 

 

6.3.1 Teknik Tedbirler 
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Şirket tarafından, işlediği kişisel verilerle ilgili olarak alınan teknik tedbirler aşağıda 
sayılmıştır: 
 

 Ağ güvenliği ve uygulama güvenliği sağlanmaktadır. 

 Ağ yoluyla kişisel veri aktarımlarında kapalı sistem ağ kullanılmaktadır. 

 Anahtar yönetimi uygulanmaktadır. 

 Bilgi teknolojileri sistemleri tedarik, geliştirme ve bakımı kapsamındaki güvenlik 
önlemleri alınmaktadır. 

 Bulutta depolanan kişisel verilerin güvenliği sağlanmaktadır. 

 Çalışanlar için veri güvenliği hükümleri içeren disiplin düzenlemeleri mevcuttur. 

 Çalışanlar için veri güvenliği konusunda belli aralıklarla eğitim ve farkındalık 
çalışmaları yapılmaktadır. 

 Çalışanlar için yetki matrisi oluşturulmuştur. 

 Erişim, bilgi güvenliği, kullanım, saklama ve imha konularında kurumsal 
politikalar hazırlanmış ve uygulamaya başlanmıştır. 

 Erişim logları düzenli olarak tutulmaktadır. 

 Gerektiğinde veri maskeleme önlemi uygulanmaktadır. 

 Gizlilik taahhütnameleri yapılmaktadır. 

 Görev değişikliği olan ya da işten ayrılan çalışanların bu alandaki yetkileri 
kaldırılmaktadır. 

 Güncel anti-virüs sistemleri kullanılmaktadır. 

 Güvenlik duvarları kullanılmaktadır. 

 İmzalanan sözleşmeler veri güvenliği hükümleri içermektedir. 

 Kağıt yoluyla aktarılan kişisel veriler için ekstra güvenlik tedbirleri alınmakta ve 
ilgili evrak gizlilik dereceli belge formatında gönderilmektedir. 

 Kişisel veri güvenliği politika ve prosedürleri belirlenmiştir. 

 Kişisel veri güvenliği sorunları hızlı bir şekilde raporlanmaktadır. 

 Kişisel veri güvenliğinin takibi yapılmaktadır. 

 Kişisel veri içeren fiziksel ortamlara giriş çıkışlarla ilgili gerekli güvenlik 
önlemleri alınmaktadır. 

 Kişisel veri içeren fiziksel ortamların dış risklere (yangın, sel vb.) karşı güvenliği 
sağlanmaktadır. 

 Kişisel veri içeren ortamların güvenliği sağlanmaktadır. 

 Kişisel veriler mümkün olduğunca azaltılmaktadır. 

 Kişisel veriler yedeklenmekte ve yedeklenen kişisel verilerin güvenliği de 
sağlanmaktadır. 

 Kurum içi periyodik ve/veya rastgele denetimler yapılmakta ve yaptırılmaktadır. 

 Log kayıtları kullanıcı müdahalesi olmayacak şekilde tutulmaktadır. 
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 Mevcut risk ve tehditler belirlenmiştir. 

 Özel nitelikli kişisel veri güvenliğine yönelik protokol ve prosedürler belirlenmiş 
ve uygulanmaktadır. 

 Özel nitelikli kişisel veriler elektronik posta yoluyla gönderilecekse mutlaka şifreli 
olarak ve KEP veya kurumsal posta hesabı kullanılarak gönderilmektedir. 

 Özel nitelikli kişisel veriler için güvenli şifreleme / kriptografik anahtarlar 
kullanılmakta ve farklı birimlerce yönetilmektedir. 

 Saldırı tespit ve önleme sistemleri kullanılmaktadır. 

 Sızma testi uygulanmaktadır. 

 Siber güvenlik önlemleri alınmış olup uygulanması sürekli takip edilmektedir. 

 Şifreleme yapılmaktadır. 

 Taşınabilir bellek, CD, DVD ortamında aktarılan özel nitelikli kişiler veriler 
şifrelenerek aktarılmaktadır. 

 Veri işleyen hizmet sağlayıcılarının veri güvenliği konusunda belli aralıklarla 
denetimi sağlanmaktadır. 

 Veri işleyen hizmet sağlayıcılarının, veri güvenliği konusunda farkındalığı 
sağlanmaktadır. 

 Veri kaybı önleme yazılımları kullanılmaktadır. 
 

6.3.2 İdari Tedbirler 

Şirket tarafından, işlediği kişisel verilerle ilgili olarak alınan idari tedbirler aşağıda 
sayılmıştır: 

 
 Çalışanların niteliğinin geliştirilmesine yönelik, kişisel verilerin hukuka aykırı olarak 

işlenmenin önlenmesi, kişisel verilerin hukuka aykırı olarak erişilmesinin önlenmesi, 
kişisel verilerin muhafazasının sağlanması, iletişim teknikleri, teknik bilgi beceri ve ilgili  
diğer mevzuat hakkında belli aralıklarla eğitimler verilmektedir. 

 Çalışanlara yönelik bilgi güvenliği eğitimleri verilmektedir. 
 Kişisel veriler mümkün olduğunca azaltılmaktadır. 

 Şirket tarafından yürütülen faaliyetlere ilişkin çalışanlara gizlilik ve kişisel verilerin 
korunmasına yönelik Gizlilik taahhütnameleri imzalatılmaktadır. 

 Güvenlik politika ve prosedürlerine uymayan çalışanlara yönelik uygulanmak üzere 
gerekli hükümler Bilgi Güvenliği Disiplin Prosedürüne eklenmiştir. 

 Kişisel veri işlemeye başlamadan önce Şirket tarafından, ilgili kişileri aydınlatma 
yükümlülüğü yerine getirilmektedir. 

 Kişisel veri işleme envanteri hazırlanmıştır. 
 Kişisel verilerin işlenmesine ilişkin genel politika ve bu konuya ilişkin prosedürler 

hazırlanarak yayımlanmıştır. 
 Şirket içi periyodik ve rastgele denetimler yapılmaktadır. 
 Özel nitelikli kişisel verilerin güvenliğine yönelik ayrı bir politika belirlenmiştir. 
 Özel nitelikli kişisel verilerin işlendiği, muhafaza edildiği ve/veya erişildiği fiziksel 

ortamların yeterli güvenlik önlemleri alınmakta, fiziksel güvenliği sağlanarak yetkisiz 
giriş çıkışlar engellenmektedir. 
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 Kâğıt ortamı yoluyla aktarımı gerekiyorsa evrakın çalınması, kaybolması ya da yetkisiz 
kişiler tarafından görülmesi gibi risklere karşı gerekli önlemler alınmakta ve evrak “gizli” 
formatta gönderilmektedir. 

 Fiziksel güvenliğinin sağlanması, yangın söndürme sistemi, iklimlendirme sistemi vb. 
önlemler alınmaktadır. 

 Veri Sorumluları Sicil Bilgi Sistemine (VERBİS) Bildirim 

6.4   Kişisel Verilerin İmhasına Yönelik Yöntemler 

İlgili mevzuatta öngörülen süre ya da işlendikleri amaç için gerekli olan saklama süresinin 
sonunda kişisel veriler, Şirket tarafından re’sen veya ilgili kişinin başvurusu üzerine yine ilgili  
mevzuat hükümlerine uygun olarak aşağıda belirtilen tekniklerle imha edilir. 
 

6.4.1 Kişisel Verilerin Silinmesi 

Kişisel veriler aşağıda belirtilen yöntemlerle silinir. 
 

Veri Kayıt Ortamı Açıklama 
Sunucularda Yer Alan Kişisel 
Veriler 

Sunucularda yer alan kişisel verilerden saklanmasını gerektiren 
süresi sona erenler için sistem yöneticisi tarafından ilgili 
kullanıcıların erişim yetkisi kaldırılarak silme işlemi yapılır. 

Elektronik Ortamda Yer Alan 
Kişisel Veriler 

Elektronik ortamda yer alan kişisel verilerden saklanma süresi 
sona erenler, BGYS Sorumlusu tarafından erişim yetkileri 
kaldırılarak hiçbir şekilde erişilemez ve tekrar kullanılamaz hale 
getirilir. 

Fiziksel Ortamda Yer Alan 
Kişisel Veriler 

Fiziksel ortamda tutulan kişisel verilerden saklanma süresi sona 
erenler belgenin ait olduğu birimin yöneticisi tarafından erişilemez 
ve tekrar kullanılamaz hale getirilir. 

Taşınabilir Medyada Bulunan 
Kişisel Veriler 

Flash tabanlı saklama ortamlarında tutulan kişisel verilerden 
saklanma süresi sona erenler, sistem yöneticisi tarafından silinir. 

 

6.4.1 Kişisel Verilerin Yok Edilmesi 

Kişisel veriler, aşağıda belirtilen yöntemlerle yok edilir. 
 

Veri Kayıt Ortamı Açıklama 
Fiziksel Ortamda Yer Alan Kişisel Veriler Kâğıt ortamında yer alan kişisel verilerden saklanmasını 

gerektiren süresi sona erenler, kâğıt kırpma 
makinelerin de veya birleştirilemeyecek şekilde 
yırtılarak geri döndürülemeyecek şekilde yok edilir. 

 

6.4.2 Kişisel Verilerin Anonim Hale Getirilmesi 

Kişisel verilerin anonim hale getirilmesi, kişisel verilerin başka verilerle eşleştirilse dahi 

hiçbir surette kimliği belirli veya belirlenebilir bir gerçek kişiyle ilişkilendirilemeyecek hale 
getirilmesidir. 
 
Kişisel verilerin anonim hale getirilmiş olması için; kişisel verilerin, veri sorumlusu veya 
üçüncü kişiler tarafından geri döndürülmesi ve/veya verilerin başka verilerle eşleştirilmesi 
gibi kayıt ortamı ve ilgili faaliyet alanı açısından uygun tekniklerin kullanılması yoluyla dahi 
kimliği belirli veya belirlenebilir bir gerçek kişiyle ilişkilendirilemez hale getirilmesi gerekir. 
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• Maskeleme (Masking): Veri maskeleme ile kişisel verinin temel belirleyici bilgisini veri 
seti içerisinden çıkartılarak kişisel verinin anonim hale getirilmesi yöntemidir. 

• Kayıtları Çıkartma: Kayıttan çıkarma yönteminde veriler arasında tekillik ihtiva eden veri 
satırı kayıtlar arasından çıkarılarak saklanan veriler anonim hale getirilmektedir. 

• Bölgesel Gizleme: Bölgesel gizleme yönteminde ise tek bir verinin çok az görülebilir bir 
kombinasyon yaratması sebebi ile belirleyici niteliği mevcut ise ilgili verinin gizlenmesi 
anonimleştirmeyi sağlamaktadır. 

• Global Kodlama: Veri türetme yöntemi ile kişisel verinin içeriğinden daha genel bir 
içerik oluşturulmakta ve kişisel verinin herhangi bir kişiyle ilişkilendirilemeyecek hale 
getirilmesi sağlanmaktadır. Örneğin; doğum tarihleri yerine yaşların belirtilmesi, açık 
adres yerine ikamet edilen bölgenin belirtilmesi. 

• Gürültü Ekleme: Verilere gürültü ekleme yöntemi özellikle sayısal verilerin ağırlıklı 
olduğu bir veri setinde mevcut verilere belirlenen oranda artı veya eksi yönde birtakım 
sapmalar eklenerek veriler anonim hale getirilmektedir. Örneğin, ücret değerlerinin 
olduğu bir veri grubunda (+/-) 500 TL sapması kullanılarak gerçek değerlerin 

görüntülenmesi engellenmiş ve veriler anonimleştirilmiş olur. Sapma her değere eşit 
ölçüde uygulanır. 
 

Kanun’un 28. maddesine uygun olarak; anonim hale getirilmiş olan kişisel veriler araştırma, 
planlama ve istatistik gibi amaçlarla işlenebilir. Bu tür işlemeler Kanun kapsamı dışında 
olup, kişisel veri sahibinin açık rızası aranmayacaktır. 
 

Kişisel verinin silinmesi, yok edilmesi veya anonim hale getirilmesine ilişkin re’sen karar 
alabilecek ve seçmiş olduğu kategoriye göre kullanacağı yöntemi de serbestçe 
belirleyebilecektir.  
 
Ayrıca Yönetmelik’in 13. maddesi kapsamında ilgili kişinin başvuru esnasında kendisine ait 
kişisel verinin silinmesi, yok edilmesi yahut anonim hale getirilmesi kategorilerinden birini 
seçmesi halinde de ilgili kategoride kullanılacak yöntemler konusunda serbest olunur. 

6.5 Saklama ve İmha Süreleri 

 

Kişisel veriler işlendikleri amaç için gerekli olan süre boyunca saklanır. Şirket tarafından, 
faaliyetleri kapsamında işlenmekte olan kişisel verilerle ilgili olarak; 
 
 Süreçlere bağlı olarak gerçekleştirilen faaliyetler kapsamındaki tüm kişisel verilerle 

ilgili kişisel veri bazında saklama süreleri Kişisel Veri İşleme Envanterinde; 
 Veri kategorileri bazında saklama süreleri VERBİS’e kayıtta; 
 Süreç bazında saklama süreleri ise bu prosedürde 
yer alır. 
 

Kişisel verilerin esas toplanma amacının veya varsa bu prosedürde belirtilen ikincil işleme 
dayanağının ortadan kalkması halinde kişisel veriler aşağıda belirtilen süreler boyunca 

saklanmaya devam edilebilir. 
 

Mevzuatta söz konusu kişisel verinin saklanmasına ilişkin olarak bir süre öngörülmüş ise bu 
süreye riayet edilir. Mevzuatta öngörülmüş bir süre olmaması halinde kişisel veriler aşağıdaki 
tabloda yer alan kişisel verilerin tutulması için azami süre boyunca saklanacaktır. 
 

Bu süreler; veri kategorileri ve veri sahibi kişi grupları değerlendirilerek; bu değerlendirme 

sonucu elde edilen verilerin kanunlarda yer alan yükümlülüklerin yerine getirilmesini 
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sağlayacak ve azami Türk Borçlar Kanunu’nda yer alan zamanaşımı süresi (10 yıl) gözetilerek 
belirlenmiştir. 
 
Bu sürelerin sona ermesi dolayısıyla silme, yok etme veya anonim hale getirme 
yükümlülüğünün ortaya çıktığı durumda bu tarihi takip eden ilk periyodik imha işleminde 
kişisel verileri silinir, yok edilir veya anonim hale getirilir. 
 

Söz konusu saklama süreleri üzerinde, gerekmesi halinde güncellemeler yapılır. Saklama 
süreleri sona eren kişisel veriler için re’sen silme, yok etme veya anonim hale getirme işlemi 
Kişisel Verilerin İmhasına Yönelik Yöntemler maddesinde belirtilen sorumlular tarafından yerine 
getirilir. 
 

Veri Kategorisi Saklama Süresi İmha Süresi 

Kimlik 

Mevzuatına bağlı işlem tarihi veya 

hukuki ilişkinin sona ermesini 
izleyen yıldan başlayarak 10 yıl 

Saklama süresinin bitimini takip 

eden ilk periyodik imha süresinde 

İletişim 
Mevzuatına bağlı işlem tarihi veya 
hukuki ilişkinin sona ermesini 
izleyen yıldan başlayarak 10 yıl 

Saklama süresinin bitimini takip 
eden ilk periyodik imha süresinde 

Özlük 
İş ilişkisinin sona ermesini izleyen 

yıldan başlayarak 10 yıl 

Saklama süresinin bitimini takip 

eden ilk periyodik imha süresinde 

Hukuki İşlem 

Adli işlem tarihini izleyen 10 yıl 
Saklama süresinin bitimini takip 
eden ilk periyodik imha süresinde 

Dava açılmışsa kararın 
kesinleşmesini izleyen yıldan 
başlayarak 5 yıl 

Saklama süresinin bitimini takip 
eden ilk periyodik imha süresinde 

Müşteri İşlem 

Mevzuatına bağlı işlem tarihi veya 

hukuki ilişkinin sona ermesini 
izleyen yıldan başlayarak 10 yıl 

Saklama süresinin bitimini takip 

eden ilk periyodik imha süresinde 

Fiziksel Mekân 
Güvenliği  

15 gün 
Saklama süresinin bitimini takip 
eden ilk periyodik imha süresinde 

İşlem Güvenliği 
Mevzuatına bağlı işlem tarihi veya 
hukuki ilişkinin sona ermesini 
izleyen yıldan başlayarak 10 yıl 

Saklama süresinin bitimini takip 
eden ilk periyodik imha süresinde 

Risk Yönetimi 
Mevzuatına bağlı işlem tarihi veya 
hukuki ilişkinin sona ermesini 
izleyen yıldan başlayarak 10 yıl 

Saklama süresinin bitimini takip 
eden ilk periyodik imha süresinde 

Finans 
Mevzuatına bağlı işlem tarihi veya 
hukuki ilişkinin sona ermesini 
izleyen yıldan başlayarak 10 yıl 

Saklama süresinin bitimini takip 
eden ilk periyodik imha süresinde 

Mesleki Deneyim 
İş ilişkisinin sona ermesini izleyen 

yıldan başlayarak 10 yıl 

Saklama süresinin bitimini takip 

eden ilk periyodik imha süresinde 

Pazarlama 
Mevzuatına bağlı işlem tarihi veya 
hukuki ilişkinin sona ermesini 
izleyen yıldan başlayarak 10 yıl 

Saklama süresinin bitimini takip 
eden ilk periyodik imha süresinde 

Görsel ve İşitsel 
Kayıtlar 

Mevzuatına bağlı işlem tarihi veya 
hukuki ilişkinin sona ermesini 
izleyen yıldan başlayarak 10 yıl 

Saklama süresinin bitimini takip 
eden ilk periyodik imha süresinde 

Sağlık Bilgileri  İş ilişkisinin sona ermesini izleyen Saklama süresinin bitimini takip 
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yıldan başlayarak 15 yıl eden ilk periyodik imha süresinde 

Ceza Mahkûmiyeti ve 
Güvenlik Tedbirleri   

İş ilişkisinin sona ermesini izleyen 
yıldan başlayarak 10 yıl 

Saklama süresinin bitimini takip 
eden ilk periyodik imha süresinde 

Aile Bilgileri 
İş ilişkisinin sona ermesini izleyen 
yıldan başlayarak 10 yıl 

Saklama süresinin bitimini takip 
eden ilk periyodik imha süresinde 

Çalışma Verileri 
İş ilişkisinin sona ermesini izleyen 
yıldan başlayarak 10 yıl 

Saklama süresinin bitimini takip 
eden ilk periyodik imha süresinde 

İmza Verileri 
Mevzuatına bağlı işlem tarihi veya 
hukuki ilişkinin sona ermesini 
izleyen yıldan başlayarak 10 yıl 

Saklama süresinin bitimini takip 
eden ilk periyodik imha süresinde 

Web Sitesi Kullanım 
Verileri 

İşlem tarihinden itibaren 2 yıl 
Saklama süresinin bitimini takip 
eden ilk periyodik imha süresinde 

Sigorta Bilgileri 
İş ilişkisinin sona ermesini izleyen 
yıldan başlayarak 10 yıl 

Saklama süresinin bitimini takip 
eden ilk periyodik imha süresinde 

Araç Bilgileri 
Mevzuatına bağlı işlem tarihi veya 
hukuki ilişkinin sona ermesini 
izleyen yıldan başlayarak 10 yıl 

Saklama süresinin bitimini takip 
eden ilk periyodik imha süresinde 

6.6 Periyodik İmha Süresi 

 
Yönetmeliğin 11. maddesi gereğince, periyodik imha süresini 6 ay olarak belirlenmiştir. Buna 

göre, Kurumda her yıl Haziran ve Aralık aylarında periyodik imha işlemi gerçekleştirilir. 
 

7.0 Dağıtım – Dosyalama ve Revizyon Takibi 

  Dağıtım: Bu prosedür, Dokümanların Kontrolü Prosedürüne göre dağıtılır. Ayrıca bu 
prosedür internet sayfasında kamuya açık olarak yayınlanır. 

  Dosyalama: Kişisel veriler fiziksel ve/veya dijital ortamda dosyalanır. 

Her departman müdürü sorumluluğundaki kişisel verilerin gizlilik ve güvenirlik 
doğrultusunda saklanmasından ve zamanında imha edilmesini sağlamaktan sorumludur.   

 
Revizyon Takibi: 

 

Revizyon No Tarih 
Revize Edilen 

Madde veya Sayfa 
Açıklama 

1 03.08.2023 
6.6. Periyodik imha 

süresi 
İmha süresi yönetmeliğe göre 6 ayı 
geçemez. 

 

 

 
 


